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FAQ and Solutions

IVR Module for QME - Scheduled Reports Export Error

Applies from Application Suite 2018.1.1
to version Application Suite 2018.1.1

Applies to

Imagicle Application Suite 2018.1.1

Description
In Auto Aftendant | Scheduled Reports | "Last message” field shows “Export Error" and the scheduled report is not sent.

In the log file ( <StonevoiceAS>\Var\Log\ApplicationSuite.Core.Service\QME.log ) you can find the error:

0116 00:42:06.177 ERROR { 49} [ScheduledReportTaskBase] Unable to complete report
System.ArgumentOutOfRangeException: Unexpected report name: TimePeriodAnalysisReport

Parameter name: dataSetName

at QME.Data.Plugins.IvrReport.GetReportData (String dataSetName, ReportFilterBuilder filters, GroupByTimelnterval gro
at QME.Data.Plugins.IvrReport.GetDataTable (String dataSourceName, ReportDescriptor reportDescriptor, IReportBuilder
at FW.Scheduler.Service.ScheduledReportTaskBase.GetDataTables (IEnumerable 1l dataSourceNames, ICollection'1l detailsDa
at FW.Scheduler.Service.ScheduledReportTaskBase.GetDataTables (IReportBuilder reportBuilder, ReportDescriptor reportD
at FW.Scheduler.Service.ScheduledReportTaskBase.ProcessReport (IasScheduledReport task, CultureInfo cultureInfo, ISvM
at FW.Scheduler.Service.ScheduledReportTaskBase.Execute (IasSchedule offlineSchedule)

Cause

Bug in the Application Suite version 2018.1.1

Solution
Apply the patch in attachment:
1. Stop “"Imagicle Service Host" Windows service

2. Unzip the content into <StonevoiceAS>, overwriting existing files
3. Restart the service
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IVR Module for QME reports "Unable to retrieve list of users" error when trying to add
a manager user

Applies from Application Suite 2017.6.1

to version Application Suite 2017.6.1

Applies to

Application Suite 2017.6.1

Description

When you try to add a manager user to an IVR service, you can see this error "Unable to retrieve list of users”

Add new managers o

Use this section to add new manager for the current IVR =ervice

Rechercher un utilisateur rail Chercher

[] MOM D'UTILISATE! PRENOM NOM POSTE DEPARTEMENT

Unable to retrieve list of users

Annuler

Cause

Bug of version 2017.6.1
You can find this exception in the log files <StonevoiceAS>\Var\Log\w3wp\ApplicationSuite.log.txt

ERROR {373} [ReverseProxy] Exception while proxying the request: Original URI {https://192.168.1.51/fw/Apps/Applicat
{
Exception Type {System.Net.WebException}
Message {Le serveur distant a retournA© une erreur : (400) Demande incorrecte.}
StackTrace {
a System.Net.HttpWebRequest.GetResponse ()
ApplicationSuite.Web.Apps.ApplicationSuite.HttpProxy.ReverseProxy.ProcessRequest (HttpContext context)}
}

FAQ and Solutions IVR Module for GME repor2¢2Bnable to retrieve list of users" error when trying to add a manager user
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Solution

No patch available, please upgrade the application suite to a newer version

FAQ and Solutions IVR Module for QME repog2Bnable to retrieve list of users” error when trying to add a manager user
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In Avaya Communication Manager incoming calls from anonymous numbers are
unable to reach QME agents

Applies to

¢ QME working with Avaya CM

Description

In Avaya CM (Communication Manager) incoming calls from anonymous numbers are unable to reach QME agents

Cause

Queue Manager receives a 403 Forbidden (Invalid Domain) SIP message from Avaya pbx when it tries to make consultation call to
the agents like in the screenshot:

4493

7435578 10.199.50.66

- 0 Sprmem o mememep e —e el . S

“Chamaiinshive et po e invalid | <sip:2020@10.199.50.10 sIP 00:00:00 3 REECTED  INV
87063 11.488176 10.199.50.66 “Chiamate in arrivo: test_pe" <sipianonymous@ancnymo <5ip:2020@10.199.50.10 siP 00:00:00 3 REJECTED NV
18790 15.520085 10.199.50.66 "Chiamate in arrivo: test_po” <sipianonymous@anonymous.inva <sip:2020@10.199.50.10 sIP 00:00:00 3 REJECTED NV
65925 19.567169 10.199.50.66 "Chiamate in arrivo: test_po” <sipranonymous@ancnymous.invalid ip:2020@10.199.50.10 sIp 00:00:00 3 REJECTED  INV
97818 23.598917 10.199.50.66 "Chiamate in arrive: test_pe” <siplanonymous@anonymous.invalid i @10.199.50.10 sip 00:00:00 3 REJECTED NV
Consultation call from QME to Avaya
s B
‘ Wireshark - Flusse della chiamata (standard anonymous SIP message)
T 10.199.50.66
e 10,199.50.10
2018-03-29 09:38:52,987154 54707 l'"‘"TE e 403 Forbidden message SIP INVITE From: "Chizmate in arivo: te
2018-03-29 09:38:52,987778 so707 ¢ 5 el OO0 RANY - _ (invalid domain configuration) 5P St 403 Ferbidden(invaid domsin o
2018-03-29 09:38:52,988239 54707 % SIP ACK From: "Chizmata in amive: test|
i
Solution
¢ Delete the domain in Far-end Domain field like in the screenshot:
FAQ and Solutions In Avaya Communication Manager4r28ming calls from anonymous numbers are unable to reach QME agents
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cancel ‘ refresh ‘ enter | clear | help ‘gotapage| naﬂtpage‘ mevpage‘
change signaling-group 300

1 of

Page 2

SIGNALING GROUP

Group Number: 300 Group Type: sip
IMS Enabled? n Transport Method:
Q-SIP? D
IP video? | Enforce SIPS URI for SRTP?
Peer Eetect1cn Enabled? Peer Server: Others
Prepend '+' to Outgoing Calling/Alerting/Diverting/Connected Public Numbers?
Remave '+' from Incoming Ca]]ed'Ca11ing£ﬁ1ert1nngivEFtinngDnnectEd Numbers?
Alert Incﬂ11nq SIP Crisis Ca]T s? n
Near-end Node Name: pr Far-end Node Name: I

Near-end Listen Port: 5062 Far-end Listen Port:
Far-end Network Region:

A e

Far-end Domain:

Bypaas If IP Threshold Exceeded? n
Incoming Cialog Loopbacks: elirinate RFC 3389 Comfort Noise? n
CTMF over IP: ay load Direct IP-IP Audio Connections? n
Session Establishment T1qEr(W1n} IP Audic Hairpinning?
Enable Layer 3 Test?

Alternate Route Timer(sec): &

FAQ and Solutions In Avaya Communication Manageri#28ming calls from anonymous numbers are unable to reach QME agents
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Avaya Aura PBX and Imagicle Suite specific configurations to enable Queue Manager
Enterprise, auto attendant and Blue's Attendant console applications.

Applies to

Imagicle Customer Service solution on Avaya ACM IP telephony environments

Scope
This article contains all required information for configuring Imagicle Customer Service bundle in Avaya CM / Aura
telephony environments, with focus on SIP and CTl-based communications.
Attendant Console limitations
Some CTl-related actions are not supported from Imagicle Attendant Console, in Avaya CM/Aura telephony environments:
o Call Toggle feature is not working, so the operator should manually hold connected call and resume the other calll
from hold.
Avaya architecture
Imagicle solution for Avaya CM / Aura environment requires the installation, in the Imagicle server, of an Imagicle CTI driver able

to communicate via CSTA to the Avaya Application Enablement Service (AES). The connection is summarized in the diagram
below, where all the various Imagicle / Avaya components involved are represented.

Avaya AGAGPBXdHalutiargicle Suite specific configurations to enable Queue MaB¢@@r Enterprise, auto attendant and Blue's Attendant console applications.
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Avaya Avaya
Communication Communication

Manager Manager

Avaya Application
Enablement Service

CSTA N
XML

Imagicle CTI Driver

TAPI

Blue’s CTI Server

Please note that Imagicle CTI driver and the “Blue's CTl Server” components are both included into the Imagicle Application Suite.

Avaya AES Configurations

From a web browser, entfer the AES IP address and log in with management console credentials.

Welcome: User craft

1 1 1 Last login: Tue May 24 15:45:54 2011 from 10.10.16.62
AVAyA Appllcatlon E“ahleme“t ser‘"ces HostName/IP: devconaes6l/10.10.16.30
Management Console Server Offer Type: TURNKEY

S Version: r6-1-0-20-0

Home Home | Help | Logout

AE Services

Communication Manager Welcome to OAM
Interface

Licensing

The AE Services Operations, Administration, and Management {QAM) Web provides you with tools for managing the AE Server. DAM spans the
Maintenance following administrative domains:

AE Services - Use AE Services to manage all AE Services that you are licensed to use on the AE Server,
Carmmunication Manager Interface - Use Communication Manager Interface to manage switch connection and dialplan,
Licensing - Use Licensing to manage the license server.

Maintenance - Use Maintenance to manage the routine maintenance tasks,

Metworking - Use Metworking to manage the network interfaces and ports.

Security - Use Security to manage Linux user accounts, certificate, host authentication and autharization, configure Linux-PAM (Plugaable
User Management Authentication Modules for Linux) and so on.

Status - Use Status to obtain server status infornations.

User Management - Lse User Management to manage AE Services users and AE Services user-related resources,
Utilities - Use Utilities to carry out basic connectivity tests,

Help - Use Help to obtain a few tips for using the OAM Help system

MNetworking
Security

Status

Utilities

Help

Depending on your business requirements, these administrative domains can be served by one administrator far both domains, or a separate
administrator far each domain,

Copyright © 2009-2010 Avaya Inc. All Rights Reserved.

Avaya ABAGPBX Bl uirargicle Suite specific configurations to enable Queue Ma@d@@r Enterprise, auto attendant and Blue's Attendant console applications.
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Configuring Switch Connection
Select Communication Manager Interface a0 0 Switch Connections

Enter here the connection to a new Avaya CM server (i.e. CM81) and click Add Connection. Please note that you must use
alphanumeric name, without any special character.

Communication Manager Interface | Switch Connections

» AE Services

-~ Communication Manager Switch Connections
Interface
Switch Connections CMBL | [ add connection |
Dial Plan [ comncctionName | Processorfthernet | MegPeroa | |

High Availability | Edit Connection || Edit PE/CLAN IPs | | Edit H.323 Gatekeeper || Delete Connection || Survivability Hierarchy |

p Licensing

Enter a password (i.e. avayal234567) which will be later on required during Avaya CM configuration, to create AES link.
Password should have from 12 up to max 16 characters.

» AE Services

- Communication Manager Connection Details - CM81
Interface

Switch Connections

« Passwords must be 12 - 16 characters.

Dial Plan Switch Password [sesseneanansasan oyaya1234567

High Availability Confirm Switch Password |"0"""0""" avayalBhSE?

p Licensing Msg Period |30 | Minutes (1 - 72)

e Provide AE Services certificate to switch ||

- Secure H323 Connection =
» Networking

Processor Ethernet 1=

Appg- | cancel

» Security

Then click on "Edit PE/CLAN IPs"

» AE Services

. Communication Manager Switch Connections
Interface
Switch Connections | | [ Add connection |
Dial Plan Connectmn Name Processor F_themet Hsg Period

High Availability ’cml—”—”—”i

» Licensing | Edit Connection I| Edit PE/CLAN IPs |||Ed|t H.323 Gatekeeper || Delete Connection || Survivability Hierarchy |
—-

» Maintenance

» Networking

Specify here Avaya CM IP address and hit "Add Name or IP"

Edit CLAN IPs - CM81

1192.168.89.120 || Add Name or 1P |

Name or IP Address

| Delete IP || Back|

Configuring TSAPI Link

Avaya ABAGPBX Bl uirargicle Suite specific configurations to enable Queue MaBd2@r Enterprise, auto attendant and Blue's Attendant console applications.



imagicle

Select now AE Services G0 1 TSAPI &l 0 TSAPI Links

AE Services | TSAPI | TSAPI Links

CWLAN TSAPI Links

DLG Switch Connection
DMCC
[add Link | Edit Link | Delste Link |

SMS

TSAPI

= TSAPI Links
= TS52&PI Properties

TWS

Click on Add Link

On the page that opens, enter the data as shown below:

AE Services | TSAPI | TSAPI Links

CVLAN Edit TSAPI Links

Lisd Link 1

DMCC Switch Connection CMB1 r

SMS Switch CTI Link Number |1 ¥

TSAPT ASAI Link Version 2

= TSAPI Links Security Both M

= TSAPI Properties ’m‘, Cancel Changes || Advanced Settings |
TWS

¢ In the Link field field, select the link number (usually 1)
« In the Switch Connection field, select the previously defined Avaya CM connection.

o In the Switch CTI Link Number field, select 1.
o In the ASAI Link Version field, select the value 8

Note: ASAI Link Version 8 is the appropriate value for Avaya Aura / CM ver. 7.1.1 and above, with AES ver. 7.1.1 and above.

Security field can be populated as follows:

¢ Unencrypted: Connection to the client without encryption.
 Encrypted: Connection encrypted to the client, for this link TSAPI.
¢ Both: To enable encrypted and non-encrypted connections.

By selecting "Both", all TSAPI clients using an encrypted "Advertised TLINK" require AES ver. 4.1 or higher. TSAPI clients using an
unencrypted "Advertised TLINK" can use an AES prior to 4.1.

Click on Apply Changes to save configuration.
Click again on Apply and restart the TSAPI service to enable the changes. To restart the service:

 From the left panel of the AES console select Maintenance -> Service Controller.
* On the Service Confroller page, select TSAPI Service.

Avaya ABAGPBX Bl uirargicle Suite specific configurations to enable Queue Mafd2®@r Enterprise, auto attendant and Blue's Attendant console applications.
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o Press on Restart Service. TSAPI restarts and the “Controller Status" column displays the message Running.

enance | Service Controller

¢ AE Services

Communication Manager Senvice Controller
Interface
¢ Licensing
* Maintenance T asarvink Manager Running
Date Tima/NTP Sarver ™ oMcc service Running
Security Database I cuLan serviee S g
: I oL servies Running
| service Controller | 4
~__Transport Layer Service Running
Server Data _
F Tsapl servics Running
MNetworking
Security For status on actual services, pleaze uze Status and Contro|
Status Start | Stop || Restart Sarvice | Restart AE Server | Restart Linux | Restart web Server |

User Management

Configuring TSAPI CTI User

Select User Management Gl I User Admin a0 0 Add User

Please create a user that will be configured into Imagicle CTI driver:
e Enter user Id, Common Name and Surname (i.e. imagicle)
e Enter password (i.e. imagicle01!)

¢ In Avaya Role, select userservice.useradmin
 In CT User select Yes

AE Services

Communication Manager Add User
Interface
i i x
High Availability Fields marked with * can not be empty.
“ 7 -
Licensing User Id imaagicle
= * Commaon Name imagicle
Maintenance | = |
z * Surname |imagicle |
Networking
User Password | imagicle0l! |
Security ; : = :
Confirm Password | imagicle0l! |
Status g
Admin Mote | |
User Management Avaya Role | userservice.useradmin v|

Service Admin

Business Category |

|
User Admin Car License | |
=« Add User CM Home | |
= Change User Password Py | |

= List All Users T User

= Modify Default Users
= Search Users

L iiities [y
Emplovee Mumber | [

Click "Apply Changes" to save data.

Department Number | |

Avaya ABAGPBX Bl uirargicle Suite specific configurations to enable Queue Mdl@8r Enterprise, auto attendant and Blue's Attendant console applications.
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Now select Security a1 0 Security database a0 0 List All Users

You will find previously defined CTl user. Click on "edit" and check Unrestricted Access flag.

» AE Services

Communication Manager Edit CTI User
Interface
High Availability User Profile: User ID imagicle
L = Common Name imagicle
Icensin
X 9 Worktop Name NONE -~
faligmicnance I Unrestricted Access I
» Networking
¥ Security Call and Device Control: Call Origination/Termination and Device Status None -
Account Management
Call and Device Monitoring: Device Monitoring MNone -
Audit
Calls On A Device Monitoring Mone

Certificate Management Call Monitoring

Enterprise Directory

Host AA Routing Control: Allow Routing on Listed Devices None

PAM | Apply Changes || Cancel Changes |

Security Database
= Control
B CTI Users

= List All Users

Click "Apply Changes" to save data.

Finally, in Utilities a0 0 Diagnostic G0 0 AE Service @l I TSAPI Test, you can test the correct functionality of newly created CTI user.
Please pull down TLink field and select first item including "#CSTA#"

User and Password fields should be populated with above defined CTI User credentials

From field should be populated with any registered internal extension from which you initiate the call

To field should be populated with any registered internal extension which receives the call

Hit Dial to start test.

AE Services

Status

Communication Manager TSAPI Test

Interface

High Availability Tlink  |AVAYA#CM81#CSTA#AES-01 ¥ |
» Licensing User: |imagicle |
» Maintenance Password: [sessesvsess |
» Networking From:  |3502 |
e To: 3510 |

Dial

3
¥

User Management

- Utilities

Diagnostics
= AE Service
= ASAI Test
s DMCC Test
» TR/87 Test
s TSAPI Test
Server

Email Notification

If test is successfull, you'll see a short internal call between two extensions, with the following test result:

Avaya ABAGPBX Bl uirargicle Suite specific configurations to enable Queue Matid@ar Enterprise, auto attendant and Blue's Attendant console applications.
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TSAPI Test Result

cstaMakeCall() succeeded!
cstaClearConnection() succeeded!

Back

Avaya CM/Aura Configurations

Avaya CM configuration has to be accessed via an SSH client, for example "Putty”. Enter the administrator login credentials. To
access the console with the correct display type the following commands:

¢ "SAT" + PIN (usually it's the same as the Admin password)
o "STUN"
Configuring interfaces toward Avaya AES and Imagicle Server

Enter the name and IP address of AES, in the example "aes-01" and "192.168.89.134" respectively. Enter here Imagicle Suite's IP,
too: imagicleva-01 & 192.168.89.143

change node-names 1p
IPF NODE MAMES
Name

detau |t

1magicleva-01

Then modify the IP-Services with the “change ip-services” command, entering the data highlighted in the screen below for the
AESVCS service:

« in Service Type, please enter AESVCS service
e in Enabled, just type Y

« in Local Node, enter CM interface procr

e in Local Port, just leave 8765 port

change 1p-services Page 1 of 3

SERVICES
Local Local Remote Remote
Node Node

ccB

Now proceed to page 3 of same command and fill the first line with:

* in AE Services Server, please enter the AES server name (AES hostname)
« in password, enter the password above defined into Switch Connection (i.e. avayal1234567)

Avaya AGAGPBXdHalutiargicle Suite specific configurations to enable Queue Mal2d@8r Enterprise, auto attendant and Blue's Attendant console applications.



imagicle

¢ in Enabled, just enter y

change 1p-services Fage 3 of 3

Server ID AE Services Enabled Status

o = B

a0 0 To enable the connection of Avaya CM to the Application Enablement Services, enter a new CTI Link as shown below. Specify
an unused Extension number and the Type as "ADJ-IP", which represents an IP link to the "Adjunct Server", finally assigning a
Name that corresponds to the AES hostname configured before.

add cti-lTink 1 Page 1 of 3
CTI LINK

security code:

Name :

unicode Nam

To check connection status to AES, enter the status aesvcs link command. If the configuration is correct, status will
be established. See below sample:

status aesvcs cti-link

AE SERVICES CTI LINK STATUS

version Mnt  AE Services Service Msgs
Busy Server State sent

no aes-01 established 4

Moreover, to view the list of cti-links and their status, type status aesvcs cti-link.

TSAPI CTI Link Status and TLink Acquisition
Please login to AES and go to Status a0 1 Status and Control a0 0 TSAPI Service Summary

Verify that link status toward Avaya CM is "Talking". If there are communications problem, the status will be "Down"

Avaya AGAGPBXdHalutiargicle Suite specific configurations to enable Queue Mai8d@8r Enterprise, auto attendant and Blue's Attendant console applications.
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Status | Status and Control |[TSAPI Service Summary Home | Help | Logout

» AE Services

Communication Manager TSAPI Link Details

Interface

High Availability [ Enable page refresh every| 60 ¥ | seconds
» Licensing

. Switch CTI Msgs

: nemenanee .M e E_EMM@M
» Networking
TR cMa1 Ta\kmg Mon SepQ 17:36:36 2019 Dnlme
~ Status [ online | [ offline

Alarm Viewer For service-vide informalion, choose one of the following

Logs | TSAPI Service Status | TLink Status | User Status

Log Manager

Status and Control

= CVLAN Service Summary

» DLG Services Summary

» DMCC Service Summary

» Switch Conn Summary

» TSAPI Service Summary,

Now you can retrieve the TLink ID from AES. Go to Utilites a0 0 AE Service a0 0 TSAPI Test

TLink is normally available with this syntax: AVAYA#<switch connection>#CSTA#<AES hostname>

Example: AVAYA#CMB81#CSTAH#AES-01

» AE Services

Communication Manager TSAPI Test
Interface

High Availability Tiink | [AVAYA#CM81#CSTA#AES-01 v |

» Licensing User:

» Maintenance Password:

» Networking A

» Security

e

p User Management

- Utilities

Diagnostics

= AE Service
s ASAI Test
» DMCC Test
= TR/87 Test
= TSAPI Test
M Server

L L

Save this data for Imagicle CTI configuration, below explained.

SIP Trunk toward IAS Configuration

Calls to Imagicle Queue Manager are transferred to the IAS through a SIP trunk defined in Avaya. This must be configured without
encryption and without authentication, using TCP port 5062.

SIP trunk is associated with a "Trunk-group” and configured as follows:

trunk-group:

Avaya ABAGPBX Bl irargicle Suite specific configurations to enable Queue Mdd@8r Enterprise, auto attendant and Blue's Attendant console applications.
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o service type: public-ntwrk
¢ numbering format: private
« Send Transferring Party Information: y
* Network Call Redirection: y
¢ Send Diversion Header: y
e Support Request History: y
» Always use re-invite for display-updates: y

Please note that Avaya SIP license must allow for a number of simultaneous conversations equal to the number of Queue
Manager X 2 channels (the double).

For each queue defined in the queue manager, a route must be provided in Avaya CM / Aura. An additional route is also needed
to manage the camp-on, based on the chosen prefix.

Configurations on Imagicle Server
Connect to the Imagicle server via Remote Desktop and download the following software packages from the web:

e GoConnect CTI Server
o UC FUll TSP

Run both the executables and install everything with default parameters.
The new GoConnect Server application is now available on Windows Start menu:
If it is not available, restart the machine and restart the setup.

Launch the GoConnect configuration application. The main menu appears:

Avaya AGAGPBXdHalutiargicle Suite specific configurations to enable Queue Mard@8r Enterprise, auto attendant and Blue's Attendant console applications.
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imagicle

Imagicle CTI - Configuration |;|£-

T
Imagicle CTI - Installation Wizard y

Welcome to the Imagicle CTl installation wizard

Press “Installation Wizard' to proceed. This will allow you to enter information about your site, telephone system and
extensions.

Press Classic menu’to enter the full corfiguration program. This will allow you to configure a greater range of options.

| B Installation wizard |

| Classic menu |

| @ Notices |

Language W

Version: 2.6.11.17097.7017

Select Installation Wizard

If the licenses are not activated immediately, the trial must be requested and activated, this requires an internet connection.
To activate a license, an Internet connection is required. After entering all the requested data and the serial number received, click

on Register online. If the Internet connection is not available, fill in all the fields and select Manual registration, then send all the
information and codes generated to support@imagicle.com requesting manual activation of the Mondago driver.

Avaya AbACP8iXdBalutiargicle Suite specific configurations to enable Queue Mdléd@8r Enterprise, auto attendant and Blue's Attendant console applications.
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Licensing A

Registration

Customer: |

Country W

Address 1:
Address 2:
City:

Province/5tate: | Postal code: ‘

Contact:

Telephone: | Email: |

Maintainer

License

Serial number: | |

|ﬁ Register online ‘ |&Manual registration | |ﬂ| Register for trial

& This software is not registered. Please enter the information above and choose one of the
= registration options to complete this process. Leave the Serial number blank for a trial
license.

4@ Back || B Mext

Version: 2.6.11.17097.7017

Then click Next and proceed with entering the site data, entering the language of your choice and the international prefix of your
Country. Then press Next again.

Avaya ABAGPBX Bl uirargicle Suite specific configurations to enable Queue Mdlid@8r Enterprise, auto attendant and Blue's Attendant console applications.
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Site i

Mame: Avaya |

Region

Language: |Itati:ancr v |
Country: |39 - Italy] W |
Area code: | - Mo area code selected v |

d@Back || & MNex

Version: 2.6.11.17097.7017

Avaya PBX connection screen appears, to be filled with CM / AES data.

Avaya ABAGPBX Bl uirargicle Suite specific configurations to enable Queue Md@d@8r Enterprise, auto attendant and Blue's Attendant console applications.
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i : z I -
Imagicle CTI - Configurazione = | &
€1 attivita ‘ <3| | g
2 Sistema telefonico £ ]
& Chiamate
& Sessioni Status |Connesso | | Temina |
[ . -
i‘ﬂ Societa Configurazione
B Llicenze Tipa: |.Pwaﬂ,'a CMm hd |
% Sieurszza Client PBX IP address: [105563.35 |
8 Utenti
- Nome uterte : |adn1in |
a g
| Fegaled Sarsiza Password: |oouooooo |
@B £quipaggiamento Muto creazione:
= Avaya | Accesso alla linea: |1} |
Vedi note
. _|| Server TSR [10.55.63.41 |
@ Telefori interi Flusso del TSAPI: |ﬁVAYAI1EQGCM1}1ﬁCSTAHEQG—AES-m |
Q Agerti Usemame TSAPI: |testaes'| | Password:
8 Guppi Sono necessane dus credenziali: quella per |a rete telefonica e quella peril server TSAPI
Fj (Muowva sede)
— Reagistro: 10:45:254 Library version: AES4.2 1 Build ~
ﬁ i l 10:4%:29.4 TSAPI server version: 7.1.1 Buid 34
10:4%:29.4 Driver version: 7.1.7 Build 34
f e 10:4%:29.4 Connection completed
W Achiviazione 10:49:29.4 Maritor start: 200
L Regole 10:49:29 4 Downloading directory from: 10.55.63.35
i 10:49:30.4 Monitor start: 201
e 10:49:30.4 Monitor success: 200
e Descrizione 10:49:30.4 Monitor start: 203
10:45:30.4 Monitor success: 201
3 Computer 10:49:30.4 Monitor success: 203 7
4 10-49-19 R Nirertnne seesinn failad
[ Pacchetti software
H Salva % Cancella

& Impostazioni utente W
I Versione: 2.6.11.17097.7017

¢ In the Type field, select Avaya CM

¢ PBX IP address contains the IP address of the Avaya Aura / CM server

¢ Username / Password refer to Avaya CM login credentials (usually dadmin - dadmin01)

¢ Auto creation must be flagged, to automatically acquire extensions

o In the TSAPI Server field, enter the IP of the AES server

¢ In the TSAPI Flow field, enter the connection string to the CTI-Link. This is TLink ID previously saved.

¢ Username TSAPI / Password refers to previously configured credentials for accessing the AES web console

Save the data and then click on Internal Phones, in the left panel. Check that all the lines monitored via CTI appear.

Avaya ABAGPBX Bl irargicle Suite specific configurations to enable Queue Mdl®d@8r Enterprise, auto attendant and Blue's Attendant console applications.
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Extensions
Ep Add % Edit §€ Remove Tasks - Search:
Mumber 4 Mame Department State Tenant
201 201 On hook
202 202 On hoole
203 203 On hook
On hook

Attiva Windows

B atavel o vV i oS, .;li'l:iiél:[. ES it
|

<]

o * Back || qt]ose |

Version: 2.6.11.17097.7017

If CTI monitoring works correctly, you can see real-time phone status by looking into phone system logs. See below sample:
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[# Imagicle CTI - Configurazione — O x
€1 tivita . .
54 Sistema telefonico A
Q. Chiamate
@ Sessioni Status |Cnnnessn | | Temina !
Q Societa Configurazione
‘ Equipaggiamento Tipo: |Avaya CM »
T PBX Indirizzo IP: 192.168.89.120 |
B Sistema telefonico Phomc ems |dadmin |
@ Telefoni intemi Rt |"""" |
Q Agent Auto creazione: | Attivazione forzata |
8 Guppi Accesso alla linea: |D |
Vedi nate
(Muova sede) e |192'168'33'134 |
Flusso del TSAPI: | AVAYAHCME1HCSTAZAES-01 |
ﬁ SER Usemame TSAPI: |imagide | Password:
e Descrizione Sono necessarie due credenziali: quella per la rete telefonica e guella per il server TSAPI
Reqistro: 15:43:48.2 Monitor start: 2754 ~
15:43:48.2 Monitor start: 2735
15:43:48 2 Downloading directony .
15:43:48.7 Monitor success: 2794 = 2h
15:43:487 Monitor start: 2796 b
< »
H Salva W Cancella

Versione: 2.6.12.17146.9535

Open "Phone and Modem" in the Windows Control Panel
Remove UC Full TSP
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All Control Panel ltems
T » Control % Phone and Modem b4 v D Sear
. = Dialing Rules Modems Advanced .
Adjust your computer’s View |
Q The following telephony providers are installed on this computer:
i?jﬁ Administrative Tools Providers: ement Credential Manager
_*3[' Date and Time TAPI Kemel-Mode Service Provider ger Fa Devices and Printers
{UC Full TSP | f—— . ) i
@ Ease of Access Center T S Service Provider éf, Indexing Options
Internet Options Keyboard
B Mouse h | [Z Phone and Modem |
ﬁ Power Options 9 Region
% RemoteApp and Desktop Cof é Speech Recognition
@ Sync Center avigation 22| Text to Speech
E Troubleshooting ender Firewall
[ dd. | [ remo || Gcomaae
—
Close [ Cancel Apply
Click on "Add.." and select UC Full TSP again
l &3 Phone and Modem -
[
Digling Rules  Modems Advanced
¥y The following telephony providers are installed on this computer:
2% Add Provider >
Providers:
Microsoft HID Phone TSP Select the provider you wish to install from the list below, and click Add.
TAP| Kemel-Mode Service Provider )
Unimodem & Service Provider Telephony providers:
Microsott Windows Remote Service Provider
UC Full TSP
add | [ Cancel |
Add... G Remove | Mg Configure...
| Close Cancel Apply

Open Windows Service Panel, find "Go Connect Server Telephony...."
Change Startup Type from Automatic to Automatic (Deleyed Start)
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File Action View Help

= | E Gl

£

o] | L LU Go Connect Server Telepheny - Sede Properties (Local Computer) X

" Services (Local) . Services (Local) A Generl 1ogOn Recovery Dependencies

Go Connect Server Telephony - MName Descriptic

Sete 5} Geolocation Service This servic St UCTelephony1

Stop the service “G)Go Connect Server Http Server Display name: Go Connect Server Telephony - Sede I

Rectart the service 5k Go Connect Server Service Saves call Desciption
ik Go Connect Server Telephony -
-5 Google Chrome Elevation Service (Google...
Lk Google Update Service (gupdate) Keeps you fath to executable: i
&, Google Update Service (qupdatem) e C:\Program Files 86)'Go Connect Server\UCTelephony exe" 4d=3c526c
~i¢ boogle Up gup Ps
G GraphicsPerfSve Graphics p| Startup type: Automatic (Delayed Start) o
5k Group Policy Client The servic
“ChHuman Interface Device Service Activates 3
‘S HV Host Service Provides a e i Runring
Gk Hyper-V Data Exchange Service Provides a
Sk Hyper-V Guest Service Interface Provides a Start Stop Pause Resume
Lk Hyper-V Guest Shutdown Service Provides a :
{8 Hyper-V Heartbeat Service Monitarst meorLll1 ::l:pecrfy the start parameters that apply when you start the service
G Hyper-V PowerShell Direct Service Provides a
8k Hyper-V Remote Desktop Virtualization Ser... Provides a
Gl Hyper-V Time Synchronization Service Synchroni
£k Hyper-V Volume Shadow Copy Requestor Coordinat
LGNS Admin Service Enables th Cancel Apply
o DT W T T, S (SRR Th- IVED

We suggest a completly server restart.

Imagicle Application Suite Summer 2018 (2018.6.1) or older
If the phones do not appear automatically on the internal phones screen, download the following components from the web:

o https://www.dropbox.com/s/ypm8el55mlbecsm/ApplicationSuite.Phone.Control.schema.xml?dI=1
o https://www.dropbox.com/s/vbwwcwz4qpii8en/ApplicationSuite.Phone.Control. GO ACM.config.xml?dI=1
o https://www.dropbox.com/s/40z1dzoaal19y7el/ApplicationSuite.Phone.Control. GO ACM.schema.xml?dI=1

then paste the above three files into the following folder:

C:\Program Files (x86)\StonevoiceAS\Apps\ApplicationSuite\Settings\
Override any already existing file(s), if necessary

From Windows services panel (services.msc), pls. restart:

¢ Imagicle Phone control
¢ Imagicle Queue Manager Enterprise
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https://www.dropbox.com/s/ypm8el55mlbecsm/ApplicationSuite.Phone.Control.schema.xml?dl=1
https://www.dropbox.com/s/vbwwcwz4qpii8en/ApplicationSuite.Phone.Control.GO_ACM.config.xml?dl=1
https://www.dropbox.com/s/40z1dzoaa19y7el/ApplicationSuite.Phone.Control.GO_ACM.schema.xml?dl=1
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